TCP/IP VENDOR LIST

GCIC DOES NOT RECOMMEND OR SUGGEST ANY SPECIFIC VENDOR

Below is a partial list of vendors that have set up terminals successfully on the GCIC/Criminal Justice Information System Network. Agencies may choose one of the vendors below or another vendor. 
GCIC suggest that the Agency request the Vendor to provide a reference list of CJIS Agencies in the State of Georgia that the Vendor has provided services. 
If there is a check (
The Vendors that have had their Workstation/Software certified by GCIC for providing NCIC 2000 Full Functionality, which means the software can provide all CJIS functions and the ability to send and receive images are checked below. It is the Agencies' responsibility to ensure that the Vendor test with GCIC from your Agency. A Vendor does not need to be certified by GCIC if they are not providing a NCIC 2000 Full Functionality Workstation/Software. 

	Vendor Name
	Contact
	Phone
	Successfully Connected CJIS Agencies Using TCP/IP
	Provide LAN/WAN Network Set-ups
	Provide Firewall & Main-tenance
	Wireless connections
	Certified By GCIC For NCIC 2000 Workstation/Software
	Metro Header


	A+ Computers
	Richard Callaway
Sean Gossett
	(770) 603-7068
	 
	
	 
	 
	 
	 

	Allied Computer Experts
	Tim Perkins
	(770) 579-5276
	
	
	
	 
	 
	 

	All Computers Network
	Phil Frieder
	(678) 458-5063
	 
	
	 
	 
	 
	 

	BIO-Key International
	Jeffrey Thau
	702 228-8650
	
	 
	 
	 
	 
	

	Comnetix SE 
	Randy Smith 
	(770) 834-5283 ext. 125 
	
	
	
	 
	 
	 

	CompuNet, Inc.
	Stewart Earnest
	478-738-9849 ext. 113
800-872-5203 ext. 113
	
	
	 
	 
	 
	 

	DataMaxx
	John Ray 
Torria Cason 
	(850) 558-8180
(850) 558-8116 
	
	
	 
	
	                 
	

	Diversified Computers Systems, Inc. 
	Mary T Rooney 
Hank Williams 
	(800) 927-4505
(843) 284-0320
(843) 766-8970 
	
	
	 
	 
	     
	

	InterAct Public Safety Systems, Inc.
	Eve Eggiman
Drew Allvine

	(800) 768-3911
	
	Specialist
CADS
	      
	        
	       
	    

	Motorola, Inc.
	Anthony Gibson
	(678) 592-2829
	
	 
	 
	
	 
	

	Paragon Total Solutions, Inc.
	Randy Smith
 
	(770) 834-5283
ext. 107
	
	
	
	 
	 
	 

	Plus
	Tom Thorsen
Larry Dowel
	(770) 220-1889

	
	
	
	         
	                  
	

	Southern Data Solutions (GLEN)
	Dr. Robert E. Taylor, M.D.

Fran Karp 
	(800) 449-7281
	
	
	
	 
	 
	

	Synergistics
	Cary Reno
Roy Andrews 
	(770) 845-3134
(770) 537-3412 
	
	
	
	 
	 
	     

	Thought Streams, Inc.
	 Andy Tubbs
	(678) 427-8656
	
	
	
	 
	 
	 

	User Friendly, Inc.
	Michelle Harris
Jef f Cody
	(706) 883-8734
	
	
	
	 
	 
	 

	VC3
	Morris Smith
	   (770) 785-3800
	
	
	
	
	 
	

	VisionAir
	Wendy Gilbert
Daryl Lee
Jeanne Etheridge
	  (910) 602-4082
(770)-971-7945
  (910) 602-4271
	 
	
	
	
	 
	


TCP/IP Vendor List (Updated 07/24/2006)

   GEORGIA CRIME INFORMATION CENTER
CRIMINAL JUSTICE INFORMATION SYSTEM
VENDOR USER AGREEMENT
This document constitutes an agreement between the Georgia Crime Information Center (GCIC), State Administrator of the Georgia Criminal Justice Information System (CJIS), and

AGENCY                                                                                                                                                                             
a Criminal Justice Agency and

VENDOR/BUSINESS                                                                                                                                                           
ADDRESS                                                                                                                                                                               
herein referred to as the VENDOR.

The VENDOR must have a specific agreement with the criminal justice agency to provide specific services for the administration of criminal justice to include criminal justice dispatching functions or data processing/information services for the criminal justice agency or agencies to access the CJIS Network.  The agreement between the Vendor and the criminal justice agency must incorporate the Security Addendum approved by the Director of the Federal Bureau of Investigation (FBI) (acting for the U. S. Attorney General).  The Security Addendum specifically authorizes access to criminal history record information and criminal justice information, limits the use of the information to the specific purposes for which it is provided, ensures the security and confidentiality of the information consistent with applicable laws and regulations, provides for sanctions, and contains such other provisions as the Director of the FBI (acting for the U. S. Attorney General) may require pursuant to 28 CFR 20.33 (a)(7).

GCIC will provide the VENDOR with such access to the Georgia Criminal Justice Information Network as is needed by the Vendor for the performance of their duties pursuant to the provisions of the agreement with the above listed criminal justice agency.  Such access by the VENDOR shall be in compliance with the FBI's Criminal Justice Information System (CJIS) Security Policy, as amended; 28 CFR Part 20; the Rules of the Georgia Crime Information Center Council; and O.C.G.A. 35-3-30 et. seq.

If the VENDOR provides an Interface application for the criminal justice agencies to utilize CJIS functionalities, to include sending and receiving images when applicable, the Vendor must ensure that the Interface application is kept up to date with current NCIC/GCIC functions and requirements.  If the VENDOR provides a workstation or software Interface application that sends and receives images through the CJIS Network, the VENDOR must be certified by GCIC.

The VENDOR agrees that use of the Georgia Criminal Justice Information Network will be strictly limited to the administration of criminal justice support functions of the VENDOR.  Under no circumstances shall criminal justice information be disseminated further.  Dial-up access is only allowed for technical support.  The VENDOR must not unlawfully access the criminal justice network/data for any other reason. The use of any remote control access software that provides the ability for dial-up access is permitted only for the purpose of providing technical support to the private network or individual CJIS terminals/PCs.  Through the supported Agency, the VENDOR must submit to GCIC, for review and approval, written documentation describing the use of dial-up/remote access software, and the security measures that will be implemented to ensure the integrity of the CJIS Network/data, prior to installing any type of remote control access software on the private network or the GCIC CJIS terminals/PCs.

 If the remote control software is installed on the terminals/PCs used to access the CJIS Network, the software must not be enabled until such time that the VENDOR needs to access the terminals/PCs for diagnostic or troubleshooting purposes.  The remote control software must be disabled once the troubleshooting process is completed. The VENDOR is not permitted to log on to the CJIS Network at any time.  The criminal justice agency shall not log on to the CJIS Network while the remote control access software is enabled for technical support. 

The VENDOR must not setup dial-up access for the criminal justice agency or agencies, for  log-on capability to the CJIS Network without GCIC approval through the supported agency.   

The VENDOR must not add additional CJIS Network accessible terminals/PC's without GCIC approval through the supported agency.  CJIS Network access must be limited to terminals/PC's approved by GCIC.  The VENDOR shall be responsible for all maintenance/diagnostics beyond the connectivity point provided by the Georgia Technology Authority (GTA).   Since public safety and criminal justice operations are critical to the lives, safety, and property of citizens, the VENDOR must provide the highest operational support priority to the criminal justice terminals serviced by the VENDOR, on a 24-hour basis, seven days a week.  Other applications must not interfere with the delivery of criminal justice messages; therefore, criminal justice information must be routed to a GCIC designated printer whenever the CJIS Network is not accessible in foreground status.  The VENDOR shall familiarize the agency with the hardware, software, boot-up procedures and error messages.  The VENDOR must configure the terminal/PC software as specified by GCIC.

The VENDOR shall advise its employees of the penalties for mishandling criminal justice information.  The Vendors’ employees requiring access to criminal justice information shall be subject to background investigations consistent with the personnel security requirements of GCIC and the FBI.  Further, such VENDOR employees shall sign GCIC Awareness Statements and the FBI's Security Addendum and Certification, which shall be appended to this agreement.  Nothing in this agreement shall be construed so as to give authority to the VENDOR to invade the privacy of any citizen.  The VENDOR agrees to transfer or remove employees, when such employees violate the provisions of applicable laws, regulations, or other security requirements established for the collection, storage, or dissemination of criminal justice information.
The supported agency and or GCIC reserves the right to terminate this agreement with or without notice upon determining that the VENDOR has violated any applicable law, rule or regulation or has violated the terms of this agreement.

Authentications:

VENDOR                                                                                               CRIMINAL JUSTICE AGENCY 

By                                                                                                          By ____________________________      
Title                                                                                                       Title ___________________________
Date                                                                                                       Date __________________________
GA. CRIME INFORMATION CENTER

By                                                                                           
Title                                                                                        
Date                                                                                         

User Agreement - VENDOR
